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GENERAL SERVICES ADMINISTRATION 

FEDERAL SUPPLY SERVICE  

AUTHORIZED FEDERAL SUPPLY SCHEDULE PRICE LIST 
 

On-line access to contract ordering information, terms and conditions, up-to-date pricing, and the option to create an 
electronic delivery order is available through GSA Advantage!, a menu-driven database system.  The INTERNET address for 

GSA Advantage! is http://www.gsaadvantage.gov 
 

SCHEDULE TITLE:  Multiple Award Schedule 
 

FSC Group, Part, and Section or Standard Industrial Group (as applicable):  Information Technology 
 

FSC Class/Product code and/or Service Codes Contract number: 
 DA01 – IT and Telecom – Business Application/Application Development Support Services (Labor)  

 
For more information on ordering from Federal Supply Schedules click on the FSS Schedules button at: http://fss.gsa.gov/. 

 
CONTRACT NUMBER:    47QTCA22D0038 
 
CONTRACT PERIOD:   01/14/2022 - 01/13/2027 

 
Unique Entity Identification Number : EKP9MWZ3HGG6 

 
CONTRACTOR: 

Todd Horton 
8215 S Eastern AVE STE 275 
Las Vegas, NV 89123 
(703)585-8872 
todd@summit-tek.com 

                https://summit-tek.com/  
 

Business size: Small business, Veteran owned 
 
Price list current as of Modification #PS-0002 effective April 20, 2022. 

 
 

CUSTOMER INFORMATION 

https://summit-tek.com/
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1a. Table of awarded special item number(s) with appropriate cross-reference to item descriptions and 
awarded price(s). 
 

SINs Recovery SIN Title 

54151S 54151SRC Information Technology Professional Services 

 
1b. Identification of the lowest priced model number and lowest unit price for that model for each 
special item number awarded in the contract. This price is the Government price based on a unit of 
one, exclusive of any quantity/dollar volume, prompt payment, or any other concession affecting price. 
Those contracts that have unit prices based on the geographic location of the customer, should show 
the range of the lowest price, and cite the areas to which the prices apply.  
 
 

LCAT LOWEST PRICE 

Information Technology 
Management Analyst I 

$39.60 

Information Security Specialist III $143.55 

Senior Technical Advisor $113.85 

IT System Engineer III $99.00 

Program Management Specialist I $74.25 

Program Management Specialist II $99.00 

 
 
 

Information Technology Management Analyst I 

Minimum Education: Bachelor’s Degree 
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Minimum Years’ Experience: 1 year relevant or related 

Responsibilities:  

 

 The Information Technology Management Analyst I analyzes IT systems functionality 
and integration with management, processes, structure, culture, and performance. 
Conducts organizational analysis using qualitative and quantitative tools and 
techniques to assess the effectiveness of the client’s IT systems relative to overall 
program goals. Identifies sources of automation issues, make recommendations, 
including designing and implementing appropriate IT system and improvements. 
Tasks may include coaching, interviewing, workshop facilitation, training, and surveys. 
Conducts organizational or process analysis, utilizing qualitative and quantitative 
analysis tools and techniques 
 

 

Information Security Specialist III 

Minimum Education: Master’s Degree 

Minimum Years’ Experience: 10 years relevant or related 

Responsibilities:  

 

 The Information Security Specialist III helps agencies identify their current security 
infrastructure and define future programs, design and implementation of security 
related to IT systems. Oversees the efforts of security staff to design, develop, 
engineer and implement solutions to security requirements. A working knowledge of 
several of the following areas is required: understanding of business security practices 
and procedures; knowledge of current security tools available; hardware/software 
security implementation; different communication protocols; encryption 
techniques/tools; familiarity with commercial products, and current Internet/EC 
technology. Ability to serve as Information System Security Officer. May supervise 
others. 
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Senior Technical Advisor 

Minimum Education: Master’s Degree 

Minimum Years’ Experience: 10 years relevant or related 

Responsibilities:  

 

 The Senior Technical Advisor identifies, evaluates, and specifies system architecture 
and high-level design. Provides advice and counsel to project and senior management 
through broad technical specialization of scientific theory and principals. Individual is 
well-recognized for mastery of hardware, software, firmware, scientific, and 
engineering techniques and theories gained through wide experience or specialized 
development. Provides expertise on technical matters on an as-needed basis to all 
task assignments. 

 
 
 

IT System Engineer III 

Minimum Education: Bachelors 

Minimum Years’ Experience: 6 years relevant or related 

Responsibilities:  

 Provides integrated IT security support, capabilities, countering cyber threats, and 
governing enterprise policy to defend and advance the agency’s mission. Develop, 
operate, and maintain a cyber security program responsive to requirements for 
information assurance. Develop, operate and maintain, and provide 
recommendations to incorporate best practices and leading edge thought for 
addressing challenges as well as detail the expected impact on; cybersecurity, 
cybersecurity performance metrics and continuous monitoring, vulnerability and 
compliance management, penetration testing, network forensics, account 
management, Cloud computing, Mobile Computing and threat management, Big 
Data, Wireless Security,  Supply Chain risk management, user activity monitoring 
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(UAM), security engineering and testing, DevSecOps integration, and IT security policy 
in accordance with the objectives provided. Performs system engineering tasks 
including activities such as system planning, analysis, design, modification, 
conversion, and implementation as task lead, functional lead, or individual 
contributor. Performs highly advanced engineering activities in the design, integration 
and analysis of complex systems. Supports planning, scheduling, conducting and/or 
coordinating detailed phases of projects.  Relevant DoD, Federal, or commercial (e.g., 
INCOSE, IEEE, CompTIA, Microsoft, Cisco) training and/or certifications desired. 

 
 

Program Management Specialist I 

Minimum Education: Bachelors 

Minimum Years’ Experience: 4 years relevant or related 

Responsibilities:  

 Evaluate and recommend enterprise-wide security document managements solution 
and methodology. Perform periodic testing and evaluation of the effectiveness of 
information security policies, procedures, practices, and security controls to be 
performed with a frequency depending on risk. Track, analyze, and comply with Office 
of Management and Budget (OMB), National Institute of Standards and Technology 
(NIST) and agency requirements. Provide recommendation, concept of operations, 
and develop a plan for implementation of a Risk Management Framework. Design, 
develop, and implement a NIST-compliant continuous monitoring process across all 
major information systems. Provide support for verifying compliance with the Federal 
Information System Modernization Action (FISMA). Develop and execute test plans of 
the FISMA internal control assessments for information technology systems based on 
DOJ cybersecurity policy (NIST SP800-53). Determine, gather, examine, and analyze 
artifacts related to FISMA security control assessments and remediation verification. 
Enter test results and artifacts into the DOJ Cybersecurity Assessment Module (CSAM) 
repository. Design, develop, and implement a NIST-compliant continuous monitoring 
process across all major information systems. Provide security expertise to support 
the efficient integration and subsequent auditing of the departments Identity, 
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Credential, and Access Management (ICAM/IDAM) initiative. Initiate and monitor 
vulnerability scans on all server systems, databases, networks, and web applications. 
Develop and implement strategies and tactics that leverage industry leading, best in 
class, dynamic, and Cloud based technologies to find vulnerabilities in web sites and 
applications. Develop and implement strategies and tactics necessary to ensure 
mobile devices are securely configured in accordance with industry best practices and 
guidelines. Incorporate WhiteHat software composition analysis assessment 
capabilities into mobile application assessment process. Develop and implement a 
mobile application testing methodology that aligns with DevSecOps industry 
framework. Conduct technical security assessments, audits, penetration testing, and 
forensic IT functions of both mobile devices and applications. Provide in-depth 
knowledge, configuration, and management of Security Incident and Event 
Management (SEIM) tools. 

 
 

Program Management Specialist II 

Minimum Education: Bachelors 

Minimum Years’ Experience: 6 years relevant or related 

Responsibilities:  

 The PM-II classification will provide administrative and technical leadership on 
interdependent IT projects to fulfill contracts. Responsibilities include budgeting, 
scheduling, and overseeing the overall performance of programs to ensure that 
contract requirements are met. They will work closely with other personnel and 
project managers to utilize any interdependent resources of component projects, as 
well as complete employee performance evaluations to allow for proper project 
delegation and program implementation. Integrate security early. Develop, processes, 
procedures, policies, and training required to protect IT and information. Identify and 
manage risks, define security requirements and compliance baselines, develop 
security strategy and architecture, support incident and contingency response efforts, 
maintain awareness and knowledge of emerging IT technologies. Develop, operate, 
maintain, cybersecurity program responsive to requirements for information 
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assurance, cybersecurity, vulnerability, and compliance management, penetration 
testing, network forensics, account management, user activity monitoring, Could 
management, security engineering and testing, DevSecOps integration, and IT security 
policy, in order to provide an integrated delivery of cybersecurity services and 
solutions supporting core and common information and IT security requirements in a 
seamless and integrated approach. 

 
2. Maximum order: 
   

SINs Maximum Order  

54151S $ 500,000 

 
3. Minimum order: $100 
 
4. Geographic coverage (delivery area). Domestic  
 
5. Point(s) of production (city, county, and State or foreign country). 8215 S Eastern AVE STE 275, Las 
Vegas, NV 89123 
 
6. Discount from list prices or statement of net price. Government Net Prices  
 
7. Quantity discounts. 2% discounts for single task orders over $150,000 
 
8. Prompt payment terms. 2% discount if orders are paid within 10 days. Information for Ordering 
Offices: Prompt payment terms cannot be negotiated out of the contractual agreement in exchange for 
other concessions. 
 
9. Foreign items (list items by country of origin). Not Applicable  
 
10a. Time of delivery. (Contractor insert number of days.) To Be Determined at the Task Order level 
 
10b. Expedited Delivery. Items available for expedited delivery are noted in this price list. To Be 
Determined at the Task Order level 
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10c. Overnight and 2-day delivery. To Be Determined at the Task Order level 
 
10d. Urgent Requirements. To Be Determined at the Task Order level 
 
11. F.O.B. point(s). Destination 
 
12a. Ordering address(es). 8215 S Eastern AVE STE 275, Las Vegas, NV 89123 
 
12b. Ordering procedures: For supplies and services, the ordering procedures, information on Blanket 
Purchase Agreements (BPA’s) are found in Federal Acquisition Regulation (FAR) 8.405-3. 
 
13. Payment address(es). 8215 S Eastern AVE STE 275, Las Vegas, NV 89123 
 
14. Warranty provision. Standard Commercial Warranty Terms & Conditions 
 
15. Export packing charges, if applicable. Not Applicable 
 
16. Terms and conditions of rental, maintenance, and repair (if applicable). Not Applicable  
 
17. Terms and conditions of installation (if applicable). Not Applicable  
 
18a. Terms and conditions of repair parts indicating date of parts price lists and any discounts from list 
prices (if applicable). Not Applicable  
 
18b. Terms and conditions for any other services (if applicable). Not Applicable  
 
19. List of service and distribution points (if applicable). Not Applicable  
 
20. List of participating dealers (if applicable). Not Applicable  
 
21. Preventive maintenance (if applicable). Not Applicable  
 
22a. Special attributes such as environmental attributes (e.g., recycled content, energy efficiency, 
and/or reduced pollutants). Not Applicable  
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22b. If applicable, indicate that Section 508 compliance information is available on Electronic and 
Information Technology (EIT) supplies and services and show where full details can be found (e.g. 
contractor’s website or other location.) The EIT standards can be found at: www.Section508.gov/.  
Not Applicable  
 
23. Unique Entity Identity (UEI) number.  EKP9MWZ3HGG6 

 
24. Notification regarding registration in System for Award Management (SAM) database. Contractor 
registered and active in SAM 
 
Service Contract Labor Standards Matrix: 
 

SCA/SCLS Matrix 

SCLS Eligible Contract Labor 
Category/Fixed Price Service 

SCLS Equivalent Code Title WD Number 

N/A N/A N/A 

 
The Service Contract Labor Standards, formerly the Service Contract Act (SCA), apply to this contract 
and it includes SCLS applicable labor categories. Labor categories and fixed price services marked with 
a (**) in this pricelist are based on the U.S. Department of Labor Wage Determination Number(s) 
identified in the SCLS/SCA matrix. The prices awarded are in line with the geographic scope of the 
contract (i.e., nationwide). 
 

SIN Labor Category 

GSA PRICE 
+ IFF 

1/14/2022-
1/13/2023 

GSA PRICE 
+ IFF 

1/14/2023-
1/13/2024 

GSA PRICE 
+ IFF 

1/14/2024-
1/13/2025 

GSA PRICE 
+ IFF 

1/14/2025-
1/13/2026 

GSA PRICE 
+ IFF 

1/14/2026-
1/13/2027 

54151S Information 
Technology 

Management Analyst 
I 

$39.60 $40.55 $41.52 $42.52 $43.54 

54151S Information Security $143.55 $147.00 $150.53 $154.14 $157.84 

http://www.section508.gov/
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Specialist III 

54151S Senior Technical 
Advisor 

$113.85 $116.58 $119.38 $122.25 $125.18 

54151S IT System Engineer III $99.00 $101.38 $103.81 $106.30 $108.85 

54151S 
Program 

Management 
Specialist I 

$74.25 $76.03 $77.85 $79.72 $81.63 

54151S 
Program 

Management 
Specialist II 

$99.00 $101.38 $103.81 $106.30 $108.85 

 


